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Abstract—As most Internet of Things (IoT) devices are pow-
ered by small-sized batteries and expected to operate for many
years without battery replacement, energy-efficient wireless IoT
communication has been considered as a crucial component
of future network infrastructure. In this paper, we propose a
practical design (termed WiFi-IoT) to add energy-efficient IoT
communication capability into WLANs. WiFi-IoT features two
innovative techniques: an asymmetric physical (PHY) design and
a transparent coexistence scheme. The asymmetric PHY allows
an access point (AP) to communicate with multiple IoT devices
at a much low sampling rate (250 ksps), thereby significantly
reducing the power consumption for IoT devices. The transparent
coexistence scheme enables a multi-antenna AP to serve Wi-Fi
and IoT devices simultaneously, leading to an efficient utilization
of spectrum. We have built a prototype of WiFi-IoT on a USRP2
wireless testbed and evaluated its performance in real-world
wireless environments. Experimental results show that a two-
antenna AP can simultaneously serve one broadband Wi-Fi
device and 24 narrow-band IoT devices on the same spectrum.

Index Terms—Internet of Things, Wi-Fi networks, wireless
communications, energy efficiency.

I. INTRODUCTION

The Internet of Things (IoT) is the strategy of extending
Internet connectivity beyond standard electronic devices (e.g.,
desktops, laptops, and smartphones) to any type of tradi-
tionally dumb physical devices and everyday objects. With
the continuous driving forces from governments and industry,
the number of IoT devices has reached 7.1 billion in 2018,
and the IoT market is still flourishing. It is estimated that,
by 2025, the number of IoT devices will reach 21.5 billion
and the global IoT market value will achieve $7.1 trillion
[1]. This massive number of connected devices have been
used in diverse domains and areas, such as smart cities [2],
smart homes [3], healthcare devices [4], industries [5], and
transportation systems [6]. As most IoT devices are powered
by batteries and limited by their physical size, energy-efficient
wireless communication is an enabler for them to interact
with the cyber-physical world. To support energy-efficient IoT
communication, a number of low-power wireless technolo-
gies have been explored, such as ZigBee [7], LoWPAN [8],
Bluetooth Low Energy [9], and Z-Wave [10]. These existing
technologies, however, are limited to the communication for
only two IoT devices in a time slot due to the lack of spatial
multiplexing, and thus not suited for providing connectivity
for massive IoT devices.

Recognizing this vacancy, 3GPP has developed Narrow-
Band IoT (NB-IoT) to provide a wide range of cellular
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Fig. 1: A future WLAN with both Wi-Fi and IoT devices.

services for IoT devices [11]. In contrast to the legacy LTE
standards that use broadband spectrum (e.g., 20 MHz) to
provide high-speed services for mobile devices, NB-IoT limits
its communication bandwidth to 200 kHz so as to reduce the
power consumption for the IoT devices. While NB-IoT has
received many successes, there are two concerns about its
commercial applications. First, similar to cellular services for
mobile phones, NB-IoT services will not come for free. Users
have to pay recurring fee to enjoy the NB-IoT services (e.g.,
one dollar per month per device). Although this fee is not
much compared to phone bill, it easily becomes significant
if one has many IoT devices in use. The recurring fee of
NB-IoT services imposes a heavy financial burden on end
users. Second, cellular networks are already very crowded.
Serving additional billions of IoT devices may result in traffic
congestion for cellular networks, especially considering the
fact that the licensed spectrum bands suitable for energy-
efficient IoT communication (below 6 GHz) are depleting.
These two concerns push us to explore an alternative energy-
efficient IoT communication solution to complement NB-IoT.

In this paper, we propose a practical design (termed WiFi-
IoT) to add energy-efficient IoT communication capability into
future WLANs, as illustrated in Fig. 1. WiFi-IoT is motivated
by the following two observations. First, Wi-Fi is the dominant
Internet service infrastructure in indoor environments. It also
has a large outdoor coverage in urban and suburban areas.
By upgrading Wi-Fi access point’s (AP’s) air interface, the
existing Wi-Fi infrastructure can be leveraged to offer energy-
efficient IoT services in many scenarios. Second, Wi-Fi has
demonstrated its success as an Internet provider for mobile de-
vices. As expected, enabling IoT communication in Wi-Fi will
dramatically offload the cellular IoT traffic, thereby mitigating
the traffic congestion in cellular networks. Given its potentials,
a successful design of WiFi-IoT will not only address the
above two concerns about NB-IoT, it will also accelerate the
evolution of IoT ecosystems.

WiFi-IoT faces two challenges. The first one is to preserve
the energy efficiency of IoT devices. Since most IoT devices
are powered by small-sized batteries, it is imperative to
minimize their power consumption in radio communications.
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Fig. 2: Power consumption versus sampling rate of ADC in
wireless communication systems [12].

Simply embedding ordinary Wi-Fi chipset into IoT devices
is not a plausible solution as it consumes too much energy.
To address this challenge, we propose an asymmetric PHY
design, which enables an OFDM-based broadband AP to
communicate with many QAM-based (non-OFDM) narrow-
band IoT devices at a much low sampling rate (250 ksps).1 The
asymmetric PHY is designed based on the intrinsic properties
of OFDM modulation and radio frequency mixer. The trick
is that, instead of using the same carrier frequency for all
IoT devices, each IoT device tunes its carrier frequency to
a particular subcarrier of the AP’s OFDM signal. Doing so
makes it possible for an IoT device to encode and decode
its baseband signal at a low sampling rate without FFT/IFFT
operation. As shown in Fig. 2, the reduction of ADC sampling
rate (from 20 Msps to 250 ksps) can save about 300 mW
(97%) power for an IoT device. Moreover, the elimination
of FFT/IFFT operation can save another 41 mW power [13].
As ADC and FFT/IFFT are two of the most power-hungry
components of a wireless transceiver [14], such an asymmetric
PHY will lead to a significant power reduction for IoT devices.

The second challenge is the coexistence of broadband
Wi-Fi devices and narrow-band IoT devices. To harmonize
their coexistence, a straightforward approach is that the AP
schedules Wi-Fi and IoT devices into different time slots. Such
a TDMA-based approach will avoid their mutual interference
and create interference-free environments for their respective
communications. However, since a considerable portion of
airtime will be allocated to IoT devices, this approach tends
to sacrifice the quality of service (QoS) for Wi-Fi devices. To
enable transparent coexistence of Wi-Fi and IoT devices and
maximize the spectral efficiency, we propose a SDMA-based
approach that allows a multi-antenna AP to serve broadband
Wi-Fi devices and narrow-band IoT devices simultaneously.
The key component of our approach is a lightweight inter-
ference cancellation method, which can effectively mitigate
the mutual interference in practice by leveraging the spatial
degrees of freedom provided by AP’s multiple antennas.
Specifically, in the uplink, we construct a spatial linear filter at
the AP to decode the signals from each individual Wi-Fi/IoT
device in the presence of cross-technology interference. In
contrast to existing signal detection methods such as zero-
forcing (ZF) and MMSE, our method does not require chan-

1The sampling rate refers to the frequency of ADC converting analog signal
to digital samples at a radio receiver.

nel estimation and turns out to be very robust in practice.
In the downlink, we construct beamforming filters for the
AP to enable concurrent data transmissions. Different from
existing beamforming techniques, which require channel state
information (CSI) for the construction of beamforming filters,
our technique simply uses the decoding filters obtained in the
uplink as the beamforming filters. The elimination of the need
for CSI not only simplifies the system complexity, but it also
reduces the airtime overhead induced by channel feedback.
Leveraging these two interference cancellation techniques,
WiFi-IoT is capable of serving Wi-Fi and IoT devices on the
same spectrum simultaneously.

We have built a prototype of WiFi-IoT on a GNURadio-
USRP2 wireless testbed and evaluated its performance in an
office building environment. Experimental results show that,
using WiFi-IoT, an AP with two antennas can serve one Wi-Fi
device and 24 IoT devices simultaneously in both uplink and
downlink, with each IoT device achieving more than 375 kbps.
Our prototype provides a reference design to the community
as an alternative solution to supporting energy-efficient IoT
communication and sheds light on the integration of energy-
efficient IoT communication in future Wi-Fi standards. We
note that our design targets the stationary or semi-stationary
environments such as smart home with smoke detection sen-
sors, door opening sensors, or smart meters. The design of
IoT communications in highly dynamic environments with
frequent roaming is beyond the scope of this work.

The remainder of this paper is organized as follows. Sec-
tion II surveys the related work. Sections III outlines the
asymmetric PHY for IoT communication. Section IV presents
a coexistence scheme for WiFi-IoT. Section V presents our
experimental results and Section VI concludes the paper.

II. RELATED WORK

To the best of our knowledge, this paper is the first one
that attempts to enable the coexistence of Wi-Fi and IoT
communications in WLANs. Some relevant research efforts
are surveyed below.
NB-IoT in Cellular Networks: 3GPP has introduced various
technologies to offer IoT communication services in cellu-
lar networks, such as NB-IoT [11], EC-GSM-IoT [15], and
eMTC [16]. Among the existing IoT technologies, NB-IoT
is the most promising and successful one. It uses a narrow-
band channel to support a massive number of low data-
rate IoT devices [17]. Different from NB-IoT, our design is
to enable energy-efficient IoT communications in WLANs.
Moreover, our design is focused on the coexistence of IoT
and Wi-Fi communications on the same spectrum band. From
the application standpoint, our design will complement NB-
IoT in many scenarios.
Narrow-Band Communications in WLANs: Recently, the
industry has launched efforts to develop energy-efficient
narrow-band communications in WLANs. In a new amend-
ment of 802.11ah [18], Wi-Fi Halow was introduced by
Wi-Fi Alliance to provide low-power and long-range IoT
communication services. It uses 2 MHz channel bandwidth
and operates in 900 MHz spectrum. In the context of 802.11ax
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(a) Asymmetric PHY design for downlink data transmission.
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(b) Asymmetric PHY design for uplink data transmission.

Fig. 3: Asymmetric PHY design for the concurrent communications between the AP and K IoT devices.

amendment [19], small-bandwidth communication (e.g., using
a single resource unit or 2 MHz) has been studied to offer
IoT communication services. For example, in [20], an overlay
narrow-band IoT communication approach was proposed for
802.11ax. In [21], narrow-band IoT communication in Wi-Fi
networks was studied and evaluated using simulation from
802.11ax MAC protocol perspective. In [22], NB-WiFi was
proposed for 802.11ax by advocating Bluetooth Low En-
ergy (BLE) for IoT communication. Our work differs from
this efforts as we use a single OFDM subcarrier for IoT
communication, without the need of OFDM modulation at the
IoT devices.
Coexistence of Heterogeneous Technologies: In the litera-
ture, there is a large volume of work on the coexistence of
heterogeneous wireless communication systems, which is also
known under the names of spectrum sharing and cognitive
radio (see [23]–[25] and references therein). Most of the
existing work focused on enabling concurrent spectrum utiliza-
tion for heterogeneous networks with or without inter-network
cooperation. While the existing work in this domain considers
spectrum sharing only, our work considers not only spectrum
sharing but also infrastructure sharing. As we shall see, the
new-designed AP in WLANs will be able to simultaneously
serve both Wi-Fi and IoT devices on the same spectrum band.
Thus, our work significantly differs from the existing work.

III. IOT COMMUNICATION: A PRIMER

In [26], we presented an asymmetric PHY design to enable
the energy-efficient communication between the AP and K
IoT devices. The salient features of our design include: i) each
IoT device communicates with the AP using a single OFDM
subcarrier; ii) the IoT devices use low sampling rate (250 ksps)
for signal transmission and reception; and iii) the AP can serve
many (up to 24) IoT devices simultaneously in its OFDM
modulation. In what follows, we outline the PHY design for
the IoT communication between the AP and the IoT devices.

Fig. 4: Physical-layer frame format for IoT communications.

Frame Format Fig. 4 shows the frame format, which has the
following four fields. i) Preamble field: This field is designed
for synchronization and channel equalization. It consists of
two identical Zadoff-Chu sequences of Mp symbols. ii) Signal
field: This field is used to define the modulation and coding
scheme (MCS) used in the data field as well as length of the
frame. The MCS type of the symbols in this field is fixed.
The number of symbols in this field, which we denote as Ms,
can be specified by the upper layer. iii) Pilot field: This field
is one pre-defined reference symbol, which will be used to
correct phase offset for signal detection at the IoT devices. iv)
Data field: This field is used to carry payloads. The number
of symbols in this field, denoted as Md, can be user-defined.
Downlink IoT PHY: As shown in Fig. 3(a), a new PHY was
presented in [26] to support the IoT communication from an
AP to K IoT devices. The key idea is that the AP uses K
different OFDM subcarriers to communicate with K different
IoT devices. At each IoT device, a low pass filter is applied to
suppress the inter-subcarrier interference, and a sophisticated
signal processing algorithm was presented to combat inter-
symbol interference. Our experimental results in [26] show
that this design enables an AP to send packets to 24 IoT
devices simultaneously in real-world wireless environments.
Uplink IoT PHY: As shown in Fig. 3(b), a new PHY was pre-
sented in [26] to support the uplink IoT communication from
K IoT devices to an AP. The key challenge is the asynchrony
of the uplink signals from the IoT devices, which cannot
achieve fine-grained time and frequency synchronizations in
real world. To address this challenge, we presented a new PHY
for the AP as shown in Fig. 3(b). Our experimental results
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Fig. 5: Illustration of a TDMA-based protocol for the coexis-
tence of Wi-Fi and IoT devices in WLANs.

W K

(a) Uplink transmission

W K

(b) Downlink transmission

Fig. 6: Coexistence of W Wi-Fi devices and K IoT devices
in uplink and downlink. Each Wi-Fi device sends/receives
broadband signals to/from the AP using OFDM modulation,
whereas each IoT device sends/receives narrow-band signals
to/from the AP using a single OFDM subcarrier.

have shown that this design can enable the AP to decode
the packets from 24 independent IoT devices in real-world
wireless environments.

IV. COEXISTENCE OF WI-FI AND IOT COMMUNICATIONS

In [26], we have presented a TDMA-based protocol to
enable the coexistence of Wi-Fi and IoT devices. Specifically,
the AP schedules Wi-Fi and IoT devices into different time
slots so the mutual interference can be avoided in the time
domain, as illustrated in Fig. 5. In this paper, we propose
a more efficient coexistence scheme by taking advantage of
the AP’s multiple antennas to enable the spectrum sharing
between the Wi-Fi and IoT devices in the spatial domain.
Such a SDMA-based approach will allow a multi-antenna
AP to serve Wi-Fi and IoT devices simultaneously, thereby
improving the spectral efficiency and scheduling flexibility. It
is noteworthy that this work focuses on the design of efficient
solutions to enable the coexistence of Wi-Fi and IoT devices.
The cross-technology interference from ZigBee, Bluetooth, or
other ISM devices is not considered in our design. This type
of interference can be handled by other existing designs [27]–
[30].

A. Basic Idea and Overview

The principle of our coexistence scheme is similar to that
of multi-user MIMO (MU-MIMO). In the uplink as shown in
Fig. 6(a), the AP receives a blend of signals from all Wi-Fi
and IoT devices. To decode those signals, the AP constructs
a spatial filter (also called decoding filter or detection filter)
that can cancel out the inter-user interference and recover the
desired signal. Specifically, to decode the signals from a Wi-Fi
device, the AP constructs a decoding filter for each of the
subcarriers. Such a decoding filter will cancel the interference
from other Wi-Fi devices and all the IoT devices. To decode
the signals from an IoT device, the AP constructs a spatial

filter that can cancel out the interference from all the Wi-Fi
devices. Since different IoT devices use different subcarriers
(radio frequencies), the signals from different IoT devices will
not interfere each other.

In the downlink as shown in Fig. 6(b), to enable concurrent
data transmissions, the AP pre-cancels the interference using
beamforming technique on the transmitter side, so that each
Wi-Fi/IoT device will receive its desired signal without any
interference. For each Wi-Fi device, the AP constructs a spatial
filter (also called beamforming filter) for each of its subcarriers
in the OFDM modulation. Such a beamforming filter will steer
the signal power to the target Wi-Fi device while nullify the
signal power at other devices. Similarly, for each IoT device,
the AP constructs a beamforming filter for signal precoding.
This beamforming filter will steer the signal power to the
target IoT device and nullify the signal at other devices. With
the beamforming at the AP, the Wi-Fi and IoT devices will
only receive their desired signals and therefore are capable of
decoding their respective data packets in the downlink.

While the principle is straightforward, a big question is
how to construct the decoding filters in the uplink and the
beamforming filters in the downlink. We will answer this
question shortly. Before we answer this question, we would
like to offer some discussions on the proposed coexistence
scheme.
Spatial Degrees of Freedom (SDoF): The proposed coexis-
tence scheme can be interpreted using the concept of SDoF in
the information theory. For the AP with M antennas, it has M
SDoF, each of which can be used to support one data stream
transmission for either Wi-Fi or IoT device. For the network as
shown in Fig. 6, the W Wi-Fi devices will consume W SDoF
at the AP, and the K IoT devices will consume one SDoF at the
AP. This is because the K IoT devices use different subcarriers
for data transmission and therefore occupy only one spatial
direction. To ensure that the AP has enough SDoF for multi-
user detection in the uplink and beamforming in the downlink,
we have the following constraints: W + 1 ≤ M . It is worth
pointing out that we assume the channels between the AP
and the Wi-Fi/IoT devices have full rank. If the channels are
deficient in rank, then the number of Wi-Fi/IoT devices that the
AP can simultaneously serve will decrease correspondingly.
Heterogeneous versus Homogeneous MU-MIMO: The pro-
posed coexistence scheme can be regarded as a heteroge-
neous MU-MIMO transmission where the users are Wi-Fi
and IoT devices. Compared to homogeneous (conventional)
MU-MIMO, heterogeneous MU-MIMO faces two challenges
in the design of decoding filters in the uplink and beamforming
filters in the downlink.

First, in the uplink transmission of homogeneous
MU-MIMO, the user devices are typically well synchronized
in both time and frequency domain. As a result, the uplink
channel between the AP and each user device can be
estimated at the AP, and the estimated channel can be used
to decode the signals. However, in the uplink transmission of
heterogeneous MU-MIMO (see Fig. 6(a)), it is very hard to
achieve the time synchronization (at the level of 50 ns) among
the Wi-Fi and IoT devices, because the IoT devices operate
at a much lower clock frequency. As a consequence, the AP



5

W

K

Fig. 7: Uplink MAC protocol for data transmission of coex-
isting Wi-Fi and IoT devices.

cannot estimate the uplink channels, which are needed for the
conventional signal detection methods (e.g., ZF and MMSE).
To address this challenge, we propose a channel-agnostic
method for the signal detection. Unlike conventional signal
detection methods that require CSI, our proposed method
does not require CSI. Instead, it constructs the decoding
filters for signal detection directly based on the corrupted
reference signals.

Second, in the downlink transmission of heterogeneous MU-
MIMO (see Fig. 6(b)), the acquisition of downlink channels
for the design of beamforming filters is a costly task as it
entails a large amount of airtime overhead, especially consid-
ering the MAC-level coordination for channel feedback among
the Wi-Fi and IoT devices. To reduce the airtime overhead,
we propose a lightweight beamforming method, which takes
advantage of wireless channel reciprocity and directly uses the
decoding filters in the uplink as the beamforming filters in the
downlink.

B. Uplink Transmission
In this section, we first present a MAC protocol for uplink

transmission, and then present the construction of decoding
filters for the AP to decode the signals from the Wi-Fi and
IoT devices, respectively.
Uplink MAC Protocol. Fig. 7 shows the proposed MAC
protocol to enable the concurrent uplink transmissions for
Wi-Fi and IoT devices. In this protocol, the AP first broadcasts
an NDPA (null data packet announcement) frame to notify
the Wi-Fi and IoT devices of the uplink data transmission.
It contains the address of the AP and the selected devices.
Upon receipt of the NDPA frame, the Wi-Fi and IoT devices
send their data packets to the AP simultaneously. After the
AP receives and decodes the uplink data packets, it responds
with an ACK/NACK packet to inform each Wi-Fi/IoT device
if its data packet has been successfully decoded. When an
IoT device has no data packet for transmission, it will simply
switch to the sleep mode to reduce its power consumption. The
IoT device only needs to listen the beacon packets, which is
broadcasted by the AP every 100 ms. Then, the AP can wake
up an IoT device by setting commands in its next beacon
packet. When the IoT device itself has data packets coming to
its radio buffer for transmission, it will wake up and obtain the
parameters for transmission by listening the beacon packets.
Decoding Wi-Fi Signal at AP. In the proposed protocol, the
AP needs to decode the mixed signals from the Wi-Fi and

IoT devices. To do so, we propose a heuristic signal detection
method. In our method, the AP decodes the signal from each
device separately. When decoding the signal from one device,
it simply treats the signals from other devices as interference
and constructs a spatial filter to cancel the interference and
recover the desired signal by leveraging the reference signals
embedded in each frame (packet). Mathematically, to decode
the signal on subcarrier k from Wi-Fi device i, the AP
constructs a spatial filter Gi(k) ∈ CM×1 as follows:

Gi(k)=
[ ∑
(l,k′)∈Rk

Y(l, k′)Y(l, k′)H
]+[ ∑

(l,k′)∈Rk

Y(l, k′)X̄i(l, k
′)H
]
,

(1)

where Y(l, k′) ∈ CM×1 is the AP’s received frequency-
domain signals in OFDM symbol l on subcarrier k′, which
includes the signals from all Wi-Fi and IoT devices. X̄i(l, k

′),
(l, k′) ∈ Rk, is the set of reference signals (e.g., L-STF
and L-LTF [31]) in the frame that are used to construct
subcarrier k’s decoding filter. (·)H is conjugate transpose
operator. (·)+ is pseudo-inverse operator. After constructing
the decoding filter, the AP estimates the signals from Wi-Fi
device i in the face of interference from other Wi-Fi/IoT
devices by: X̂i(l, k) = Gi(k)HY(l, k), ∀l, k, where X̂i(l, k)
is the estimated signal from Wi-Fi device i.
Decoding IoT Signal at AP. A similar method has been
used at the AP to decode the signal from each IoT device
in the presence of interference from Wi-Fi devices. However,
(1) cannot be directly used to decode IoT signals. This is
because the IoT signal is not an OFDM signal, but a narrow-
band signal. Hence, the AP’s IoT Rx-PHY does not have FFT
operations. It uses matched filters to convolute the signals from
each IoT device (see Fig. 3b). To decode the IoT signal, we
make some minor changes in the construction of the decoding
filter.

With a bit abuse of notation, we denote k as the index
of IoT devices and l as the index of data symbol from the
IoT device. Denote y(l, k) ∈ CM×1 as the AP’s received
baseband signal from its IoT-Rx PHY (i.e., the output signal
of the matched filters on the left-hand side of Fig. 3b). Denote
X̄(l, k), l ∈ Lref , as the set of reference signals in the IoT
frame (i.e., the preamble of the IoT frame in Fig. 4). Denote
G(k) as the spatial filter constructed to decode the signal from
IoT device k. Then, we construct G(k) ∈ CM×1 as follows:

G(k)=
[∑
l∈Lref

y(l, k)y(l, k)H
]+[∑

l∈Lref

y(l, k)X̄(l, k)H
]
. (2)

After constructing the decoding filter, the AP estimates the
signals from IoT device k by: X̂(l, k) = G(k)Hy(l, k), ∀l, k.

C. Downlink Transmission

Similar to the previous section, we first propose a MAC
protocol for downlink transmission and then present the con-
struction procedure of beamforming filters for the AP.
Downlink MAC Protocol. Fig. 8 shows the proposed MAC
protocol enabling the concurrent downlink transmissions for
Wi-Fi and IoT devices. The protocol has the following steps:
(i) The AP first broadcasts an NDPA packet to inform the
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Fig. 8: Downlink MAC protocol for data transmission of
coexisting Wi-Fi and IoT devices.

Wi-Fi and IoT devices of downlink transmission. It contains
the address of the AP and selected Wi-Fi and IoT devices.
(ii) Upon receipt of the NDPA packet, each of the Wi-Fi and
IoT devices responds with an NDP packet immediately. This
legacy NDP packet serves two purposes: confirming partici-
pation of a device in this round of transmission and providing
reference signals for the AP to construct beamforming filters.
(iii) Using the constructed beamforming filters, the AP sends
packets to all Wi-Fi/IoT devices. (iv) After receiving the data
packets, each device sends an ACK/NACK packet to the AP.
Beamforming at AP. In this protocol, we need to figure
out how to construct the precoding filters for beamforming
at the AP so that each Wi-Fi/IoT device can successfully
decode its desired signal. We take advantage of wireless
channel reciprocity by directly using the decoding filters in
the uplink as the beamforming filters in the downlink. Given
that the uplink and downlink channels are reciprocal, if a set of
spatial filters can support interference-free data transmission
in the uplink, they can also support interference-free data
transmission in the downlink.

Guided by this idea, we construct the beamforming filters
as follows: First, the AP constructs the decoding filters for the
Wi-Fi devices using (1) and for the IoT devices using (2) by
leveraging the reference signals in the uplink NDP packets as
shown in Fig. 8. Then, it directly uses constructed decoding
filters to precode the downlink signals for both Wi-Fi and IoT
devices. Mathematically, the AP precodes its downlink signals
as follows:

S(l, k) =

W∑
i=1

Gi(k)∗Si(l, k) + G(k)∗S(l, k), (3)

where Si(l, k) is the data that the AP wants to send to Wi-Fi
device i on subcarrier k in OFDM symbol l; S(l, k) is the
data that the AP wants to send to IoT device k in data
symbol l; S(l, k) is the precoded baseband signal vector that
the AP sends to its M antenna ports on subcarrier k in OFDM
symbol l; Gi(k) and G(k) are calculated at the AP using
(1) and (2) by leveraging the uplink sounding signals in the
protocol.
Channel Calibration: In real systems, although over-the-air
channels are reciprocal, the Tx and Rx RF circuits are not. To
maintain the reciprocity of compound uplink and downlink
channels, we employ the relative calibration method in [32].
This relative calibration method is an internal and standalone

K

Fig. 9: A prototyped WiFi-IoT system that comprises a two-
antenna AP, a Wi-Fi device, two IoT devices, and an IoT
emulator. The IoT emulator is used to mimic (K − 2) IoT
devices for ease of implementation, K ∈ {12, 16, 24}.

calibration method that can be done at the AP without re-
quiring involvement of user devices. In our experiments, we
implement this calibration method to maintain the channel
reciprocity.

D. Discussions

The heterogeneous MU-MIMO uplink and downlink proto-
cols, along with the proposed signal detection and beamform-
ing methods, constitute the coexistence scheme that enables
the Wi-Fi and IoT devices to share the spectrum simulta-
neously. We have the following remarks on the proposed
coexistence scheme.

Remark 1. For both the signal detection method in the uplink
and the beamforming method in the downlink, it is hard to
analytically quantify their performance. Therefore, we resort to
experiments to show their performance in real-world wireless
environments.

Remark 2. In the proposed coexistence scheme, neither
the signal detection nor the beamforming method requires
CSI. Instead, they use the reference signals in the frame to
construct the decoding/beamforming filters directly. As the
channel estimation in conventional wireless networks typically
incurs a large amount of airtime overhead, the removal of
channel estimation in the proposed coexistence scheme not
only improves the spectral efficiency but also reduces the
implementation complexity.

Remark 3. The two MAC protocols are lightweight. The
signal detection and beamforming methods have a low com-
putational complexity. Therefore, the proposed coexistence
scheme is amenable to practical implementation.

V. EXPERIMENTAL EVALUATION

In this section, we conduct experiments in real-world wire-
less environments to evaluate the performance of WiFi-IoT in
both uplink and downlink data transmissions.

A. System Implementation

We have built a prototype of WiFi-IoT in the network as
shown in Fig. 9, which comprises an AP, a Wi-Fi device, two
independent IoT devices, and an IoT emulator. The AP has
two antennas, and the Wi-Fi/IoT devices have a single antenna.
The IoT emulator is used to mimic (K−2) IoT devices when
K ∈ {12, 16, 24}. The purpose of this device is to reduce
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TABLE I: EVM specification in IEEE 802.11ac standards [31].
EVM (dB) (inf -5) [-5 -10) [-10 -13) [-13 -16) [-16 -19) [-19 -22) [-22 -25) [-25 -27) [-27 -30) [-30 -32) [-32 -inf)
Modulation N/A BPSK QPSK QPSK 16QAM 16QAM 64QAM 64QAM 64QAM 256QAM 256QAM
Coding rate N/A 1/2 1/2 3/4 1/2 3/4 2/3 3/4 5/6 3/4 5/6
γ(EVM) 0 0.5 1 1.5 2 3 4 4.5 5 6 20/3

the experimental complexity. The system has been built on
a software-defined radio (SDR) wireless testbed that consists
of USRP2 [33] and GNURadio software package [34]. C++
language has been used to implement all the signal processing
and protocol modules in GNURadio.
PHY Implementation: The communications between the AP
and the Wi-Fi device are conducted using the legacy IEEE
802.11 frame [31]. The baseband signal processing chains
required for packet transmission and reception have been
implemented on both the AP and the Wi-Fi device.

The communications between the AP and the IoT devices
are conducted using the IoT frame in Fig. 4, with Mp = 12,
Ms = 50, and Md = 50. The total number of symbols
in the IoT frame is set to 1044. The proposed baseband
signal processing chains in Fig. 3a and Fig. 3b have been
implemented on the AP and each IoT device for data packet
transmission and reception.

At the AP, its sampling rate is set to 20 Msps, and its
transmit power is set to 20 dBm. At the Wi-Fi device, its
sampling rate is also set to 20 Msps, and its transmit power
is set to 20 dBm as well. At the IoT devices, we use
4× oversampling factor and thus set their sampling rate to
1 Msps. Since an IoT device uses a single subcarrier for
packet transmission, we scale down its transmit power to
20 − 10 log10(52/1) ≈ 3, where 20 (dBm) is Wi-Fi device’s
transmit power, 52 is the number of valid subcarriers used
by Wi-Fi devices, and 3 (dBm) is an IoT device’s transmit
power. With this transmit power, an IoT device has a similar
communication range as a Wi-Fi device.
MAC Implementation: We have implemented the proposed
coexistence scheme on this WiFi-IoT system. Specifically, we
have implemented the MAC protocol in Fig. 7 as well as the
proposed heterogeneous MU-MIMO detection algorithms to
enable uplink data transmissions. We have also implemented
the MAC protocol in Fig. 8 and the proposed beamforming
algorithm as well as the relative channel calibration method
in [32] to enable downlink data transmissions.

B. Experimental Setup and Performance Metrics
Experimental Setup: We measure the performance of the
Wi-Fi and IoT communications in an office building as shown
in Fig. 10. The AP is placed at the spot marked by “AP”.
Around the AP, we randomly picked up 32 locations and
divided them into 8 groups. Each group has 4 locations
(marked by the same symbol in Fig. 10), at which we placed
the Wi-Fi device and the three IoT devices. Specifically, at
location index i (1 ≤ i ≤ 8), the Wi-Fi device is placed at
Li4; the two IoT devices are placed at Li1 and Li2; and the
IoT emulator is placed at Li3. In our experiments, we use the
IoT device at Li1 as the representative when presenting the
performance of IoT communications.
Performance Metrics: We use two performance metrics to
assess the performance of the proposed WiFi-IoT solution.
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Fig. 10: The floor plan for performance evaluation.

The first one is error vector magnitude (EVM), which is
widely used in wireless systems. EVM quantifies the normal-
ized error magnitude between the measured constellation and
the ideal constellation. Mathematically, it can be written as:
EVM (dB) = 10 log10

(
E(|x−x̂|2)
E(|x|2)

)
, where x is the original

signal at the transmitter and x̂ is the estimated signal at the
receiver.

The second performance metric that we use is data rate.
Different from EVM, which is directly measured from the
experimentation, the data rate is extrapolated based on the
modulation and coding scheme (MCS) table specified in
IEEE 802.11 standard as shown in Table I. Specifically, for
the Wi-Fi device, its uplink/downlink data rate is calculated
by: r = 48

80 × 20 × γ(EVM) Mbps, where 48 is the number
of payload subcarriers, 80 is the points of one OFDM symbol
(including CP), 20 is the Wi-Fi signal sampling rate (in Msps),
and γ(EVM) is the average number of bits carried by one
symbol and its possible values are given in Table I. For the
IoT device, its uplink/downlink data rate is calculated by:
r = 250 × γ(EVM) kbps, where 250 is the IoT signal baud
rate (in ksps) and γ(EVM) is given in Table I.

C. A Case Study
Before presenting the complete results, we first use a

case study to examine the details of the proposed WiFi-IoT
solution. In this case study, we placed the Wi-Fi and IoT
devices at location index 1 (i.e., L11, L12, L13, and L14),
and set the number of IoT devices to 12 (i.e., K = 12).
Uplink Results: In the uplink, the Wi-Fi and IoT devices
send their packets to the AP simultaneously. The AP needs to
decode both Wi-Fi and IoT signals. It is interesting to see the
received power spectral density of the received Wi-Fi and IoT
signals at the AP. Fig. 11(a-b) shows our experimental results.
We can see that the received Wi-Fi signals have relatively flat
spectrum, whereas the received IoT signals have 12 spectral
peaks. Each spectral peak corresponds to one IoT device’s
signal. The bandwidth of the signal from one IoT device is
about 250 kHz.

It is also interesting to see if the AP can successfully decode
the concurrent Wi-Fi and IoT signals. Fig. 11(c) shows the
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(a) Relative power spectral den-
sity of the received Wi-Fi signals
at AP.
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(b) Relative power spectral den-
sity of the received IoT signals at
AP.

-1 0 1

-1

0

1

(c) Decoded Wi-Fi signals at AP.

-1 0 1

-1

0

1

(d) Decoded IoT signals at AP.

Fig. 11: Uplink performance: (a-b) shows relative power
spectral density of the Wi-Fi and IoT signals received by the
AP’s first antenna; (c-d) shows the constellation of decoded
Wi-Fi and IoT signals at the AP when K = 12.

constellation of the decoded Wi-Fi signals; Fig. 11(d) shows
the constellation of the decoded IoT signals. It is evident
that, using our proposed signal detection method, the AP
can successfully decode both Wi-Fi and IoT signals. More
specifically, our experimental results show that the EVM of the
decoded Wi-Fi and IoT signals are −25.6 dB and −23.9 dB,
respectively. This indicates that the AP can successfully serve
the heterogeneous devices (one broadband Wi-Fi device and
12 narrow-band IoT devices) simultaneously.
Downlink Results: In the downlink, the AP performs beam-
forming to send data packets to the Wi-Fi and IoT devices
simultaneously. Similar to the uplink, we examine the power
spectral density and the decoded signals on the receiver side
(the Wi-Fi and IoT devices) to see if the AP can successfully
serve both Wi-Fi and IoT devices simultaneously.

Fig. 12(a) shows the power spectral density of the received
signals at the Wi-Fi device; Fig. 12(b) shows the power
spectral density of the received signals at one IoT device.
Fig. 12(c) shows the constellation of the decoded signals at
the Wi-Fi device and Fig. 12(d) shows the constellation of
the decoded signals at one IoT device. It is evident that both
devices can successfully decode their desired signals. The
measured EVM is −21.5 dB at the Wi-Fi device and −22.0 dB
at the IoT device.
Scrutinizing Beamforming in Downlink: Since the proposed
beamforming method plays a critical role in the downlink
transmission, we would like to further scrutinize the exper-
imental results to examine its performance. Specifically, we
would like to see the effectiveness of the proposed beamform-
ing filters in the mitigation of inter-user interference.

We first examine the effectiveness of Wi-Fi beamforming
filter (1). To do so, we first let the AP only transmit Wi-Fi
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(a) Relative power spectral den-
sity of the received signals at the
Wi-Fi device.
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(b) Relative power spectral den-
sity of the received signals at one
IoT device.
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device.
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(d) Decoded signals at one IoT
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Fig. 12: Downlink performance: (a-b) shows relative power
spectral density of the received signals at the Wi-Fi device
and one IoT device; (c-d) shows the constellation of decoded
signals at the Wi-Fi device and one IoT device when K = 12.

signal (by setting the IoT signal to zero), and then observe
the received signal at the Wi-Fi and IoT devices when two
different beamforming filters are used. Fig. 13 exhibits our
experimental results. By comparing Fig. 13(a) with Fig. 13(c),
we can see that the Wi-Fi device can receive Wi-Fi signals with
similar strength when the AP uses those two beamforming fil-
ters. By comparing Fig. 13(b) with Fig. 13(d), we can see that
the proposed Wi-Fi beamforming filter can effectively mitigate
the inter-user interference for the IoT devices. Compared to the
equal-power beamforming, our proposed beamforming filters
have more than 20 dB cancellation capability for inter-user
interference.

We now examine the effectiveness of IoT beamforming
filter (2) in the downlink. Similarly, we first let the AP only
transmit IoT signal (by setting the Wi-Fi signal to zero), and
then observe the received signal at the Wi-Fi and IoT devices
when two different beamforming filters are used. Fig. 14
exhibits our experimental results. By comparing Fig. 14(b)
with Fig. 14(d), we can see that the proposed IoT beamforming
filters can effectively mitigate the inter-user interference for the
Wi-Fi device. It has more than 15 dB cancellation capability
for inter-user interference.

D. Complete Experimental Results

We now present all the measured experimental results from
the 8 different locations in Fig. 10. Again, we use one IoT
device (the one placed at Li1, 1 ≤ i ≤ 8) as the representative
when presenting the performance of IoT communication.
Uplink Results: We collect the experimental data at the AP
during the uplink communications. Fig. 15(a-b) presents the
measured EVM of the decoded Wi-Fi and IoT signals at the
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(a) Received signal at the Wi-Fi
device when the AP uses beam-
forming filter (1).

-0.5 0 0.5

Frequency (MHz)

-120

-100

-80

-60

R
e

la
ti
v
e

 P
o

w
e

r 
(d

B
)

(b) Received signal at the IoT
device when the AP uses beam-
forming filter (1).
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Fig. 13: Relative power spectral density of the received signals
at the Wi-Fi and IoT devices in the downlink when the AP
sends Wi-Fi signals only.

AP. We can see that the EVM of the decoded Wi-Fi signals is
less than −25.7 dB when there is no IoT device in the network
(K = 0), less than −24.4 dB when K = 1, less than −22.0
dB when K = 12, less than −21.6 dB when K = 16, and less
than −19.8 dB when K = 24. The EVM of the decoded IoT
signals is less than −21.3 dB when K = 1, less than −18.6
dB when K = 12, less than −18.3 dB when K = 16, and less
than −15.0 dB when K = 24. Meanwhile, we can see that the
EVM of the decoded Wi-Fi and IoT signals slightly degrades
as K increases. This is mainly because the inter-subcarrier
interference becomes more significant as K increases.

Fig. 15(c) presents the extrapolated data rate of the uplink
Wi-Fi communication. The achievable uplink data rate at the
Wi-Fi device is greater than 54 Mbps when K = 0, greater
than 48 Mbps when K = 1, greater than 48 Mbps when
K = 12, greater than 36 Mbps when K = 16, and greater
than 36 Mbps when K = 24. The increase of IoT devices
slightly degrades the data rate of Wi-Fi communications. This
is what we expected, and the degradation is attributed to
the interference from the IoT devices. Fig. 15(d) presents
the extrapolated data rate of the uplink IoT communication.
The achievable uplink data rate at one IoT device is greater
than 750 kbps when K = 1, greater than 500 kbps when
K = 12, greater than 500 kbps when K = 16, and greater than
375 kbps when K = 24. The extrapolated data rate is more
than sufficient for most existing and future IoT applications.
Downlink Results: We present the experimental data collected
at the Wi-Fi and IoT devices during the downlink communica-
tions. Fig. 16(a-b) presents the measured EVM of the decoded
signals at the Wi-Fi and IoT devices. We can see that the EVM
of the decoded Wi-Fi signals is less than −25.2 dB when
K = 0, less than −22.9 dB when K = 1, less than −18.6 dB
when K = 12, less than −17.3 dB when K = 16, and less
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(a) Received signal at the IoT
device when the AP uses beam-
forming filter (2).
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(b) Received signal at the Wi-Fi
device when the AP uses beam-
forming filter (2).
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Fig. 14: Relative power spectral density of the received signals
at the Wi-Fi and IoT devices in the downlink when the AP
only sends IoT signals.

(a) Measured EVM of decoded
Wi-Fi signal at the AP.

(b) Measured EVM of decoded
IoT signal at the AP.

(c) Extrapolated data rate of up-
link Wi-Fi communication.

(d) Extrapolated data rate of up-
link IoT communication.

Fig. 15: Measured EVM and extrapolated data rate in the
uplink communication.

than −15.4 dB when K = 24. The EVM of the decoded IoT
signals is less than −22.4 dB when K = 1, less than −19.3 dB
when K = 12, less than −18.2 dB when K = 16, and less
than −14.6 dB when K = 24. Similar to the uplink, the EVM
measured in the downlink slightly degrades as K increases.
This is also because the interference leakage becomes more
significant as K increases.

Fig. 16(c) presents the extrapolated data rate of the uplink
Wi-Fi communication. The achievable downlink data rate at
the Wi-Fi device is greater than 54 Mbps when K = 0,
greater than 48 Mbps when K = 1, greater than 24 Mbps
when K = 12, greater than 24 Mbps when K = 16, and
greater than 18 Mbps when K = 24. Fig. 16(d) presents the
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(a) Measured EVM of decoded
Wi-Fi signal at the Wi-Fi device.

(b) Measured EVM of decoded
IoT signal at the IoT device.

(c) Extrapolated data rate of
downlink Wi-Fi communication.

(d) Extrapolated data rate of
downlink IoT communication.

Fig. 16: Measured EVM and extrapolated data rate in the
downlink communication.

extrapolated data rate of the uplink IoT communication. The
achievable downlink data rate at one IoT device is greater
than 1000 kbps when K = 1, greater than 750 kbps when
K = 12, greater than 500 kbps when K = 16, and greater than
375 kbps when K = 24. The achieved data rate for Wi-Fi and
IoT communications meets the requirements of most Wi-Fi
and IoT applications.

E. Summary of Observations

Based on the above experimental results, we have the
following observations: First, a non-OFDM IoT device can
communicate with an OFDM-based AP using a low sampling
rate (250 ksps or 1 Msps). Second, in a typical office building,
an AP with two antennas can serve one Wi-Fi device and
24 IoT devices simultaneously in both downlink and uplink.
Third, the Wi-Fi device can achieve more than 36 Mbps in
the uplink and more than 24 Mbps in the downlink. Fourth,
the IoT device can achieve more than 375 kbps in both uplink
and downlink.

VI. CONCLUSION

In this paper, we proposed WiFi-IoT, an energy-efficient
IoT communication solution for future Wi-Fi networks. WiFi-
IoT features two innovative techniques. The first one is an
asymmetric PHY design, which allows an OFDM-based AP
to communicate with multiple QAM-based (non-OFDM) IoT
devices simultaneously. Such an asymmetric PHY makes it
possible for the IoT devices to transmit/receive their signals
at a low sampling rate (250 ksps), thereby conserving their
power consumption for radio communications. The second
one is a transparent coexistence scheme, which enables an
AP with multiple antennas to serve broadband Wi-Fi devices
and narrow-band IoT devices simultaneously. We have built a
prototype of WiFi-IoT on a wireless testbed and evaluated its
performance in real-world wireless environments. Experimen-
tal results show that, using the proposed WiFi-IoT solution,
a two-antenna AP can communicate with one legacy Wi-Fi

device and 24 narrow-band IoT devices simultaneously in both
uplink and downlink.
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